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1. INTRODUCTION

Prevailing trends in modern era of computing has shifted everything to web. Web which started as a very small concept of file sharing on the network with HTML developed by Tim Berner Lee, has now changed the way we interact with each other. Over the last decade computing with respect to internet and web has surpassed all kinds of growth indices. There are lots of examples to prove the above fact like: Facebook, Twitter, Gmail, Amazon, Microsoft Office WebApps etc. The innovation in the Web standards and growth of internet usage has led to the development of various technologies that are replacing the traditional personal computing technologies. The Web also opened various opportunities for replacement of a PC with very innovative mobile devices like: mobile phones, tablets, PDA’s, iPads, iPhones [1] etc. to access the web and services.

Another major domain area where there has been a tremendous change is the availability of services over the internet. Traditional services like Email, Search Engines are being extended to Social Networking, Cloud Computing, and SaaS etc. Major technology giants like Google, Microsoft, Amazon, Apple, IBM and others are investing heavily in the technologies that are going to redefine and keep their supremacy intact in the world of web. The widespread emergence of the Web Technologies and success of the companies like Google, Facebook etc. has accelerated the adoption of a platform for electronic data distribution and the advent of structured information. While the introduction of Extensible Markup Language (XML) as a structured format was a major enabling factor, the promise offered by SOAP based web services triggered the discovery of architectural patterns that are now known as Service Oriented Architecture (SOA). [2]

Service Oriented Architecture (SOA) is one domain that is emerging very rapidly and changing the way we write web applications. Recent years have seen a tremendous growth of the service-oriented applications [3, 4]. More and more companies are investing heavily in Service Oriented Architecture. The principal benefit which the companies derive by implementing Service Oriented Architecture is, to redefine the existing infrastructure and reforming the legacy applications as consumable services. This helps them to reduce the cost of maintaining the system and support the end users with legacy applications over the network. Service Oriented Architecture contains the functionality of interoperable services also known as Web Services. These services are platform independent and they can be consumed over a network. For the end user, it’s
basically a browser or an application that calls the web service keeping abstraction phenomena working at the backend.

Several new trends in the computer industry rely upon SOA as the enabling foundation. These include the automation of Business Process Management (BPM), design patterns of **Web 2.0**. Web 2.0 can be generally characterized as a common set of architecture and design patterns, which can be implemented in multiple contexts. The list of common patterns includes the Mashup [5], Collaboration-Participation, Software as a Service (SaaS) and Rich User Experience (also known as Rich Internet Application) patterns among others. Most Web 2.0 architecture patterns rely on Service Oriented Architecture in order to function.

Service Oriented Architecture has the potential to make the concept of reusability real. There have been lot of talks over the years about reusability and its implementation, but nothing concrete has been done to convert this concept into a reality. Typically an IT manager in any business house does not know how many duplicate processes are being run in an ERP system. So by using Service Oriented Architecture the business houses can identify the overlapping processes in the system. Figure 1.1 [3] shows an example of an information system scenario that could benefit from a migration to SOA. It shows the separate business processes using the same functionality with respect to login. The company is basically paying three times to implement the same functionality.

![Figure 1.1 (IT Infrastructure without SOA)](image-url)
In a more efficient scenario, common tasks would be shared across all three processes. This can be implemented by decoupling the functionality from each process or application and building a standalone authentication and user management application that can be accessed as a service. This would be a simple example of SOA. The resultant IT infrastructure would resemble as of figure 1.2

![Figure 1.2 (IT Infrastructure with SOA implementation)](image)

In the preceding example of SOA, the complications were relatively minor as the entire infrastructure existed within one domain. In reality, enterprise SOA is much more difficult because services may be deployed across multiple domains of ownership. SOA defines how to integrate widely disparate applications for a Web-based environment and uses multiple implementation platforms. Rather than defining an API, SOA defines the interface in terms of protocols and functionality. That’s why they are an extension to the traditional distributed computing model and a strong foundation layer for cloud computing [6].

By implementing SOA, the companies can run more effectively. Companies with large legacy back-end systems, like Google, Amazon have used this approach to modernize existing infrastructure. This has also helped the companies in Web 2.0 so that they can grant access to data that was (possibly) expensive to collect, allowing 3rd party
developers to create new applications using this data. These services are commonly referred to as web services, as they are usually available via the web.

1.1 Background

Service Oriented Architecture is implemented with the help of Web Services. In fact Web Service is a peace of code/logic that runs on the Web Server and handles the client request from any part of the world. Web services are trusted [7] software components that communicate using pervasive, standards-based Web technologies including HTTP and XML-based messaging. Web services are designed to be accessed by other applications and vary in complexity from simple operations, such as checking a banking account balance online, to complex processes running CRM (customer relationship management).

Web services are hardware, programming language, and operating system independent. This means that applications written in different programming languages and running on different platforms can seamlessly exchange data over intranets or the Internet using Web services.

Web services are powered by the following core components:

a. XML
b. WSDL
c. SOAP
d. UDDI

XML (eXtensible Markup Language)

XML [8, 9, 10] is a W3C (World Wide Web Consortium) specification that defines a meta-language for describing data. In XML applications, data is described by surrounding it with customizable, text-based tags that give information about the data itself as well as its hierarchical structure. Because of the flexibility in the tags that XML provide, it has helped XML achieve widespread acceptability and adoption as the standard for exchanging information between heterogeneous systems.

WSD (Web Services Description Language)

WSDL is an XML-based format for describing Web services. Clients wishing to access a Web service can read and interpret its WSDL to learn the details about the Web Service
and the operations it provides. WSDL thus acts as the initial interface/contract through which the clients can interact with the web service by following a standard process.

**SOAP (Simple Object Access Protocol)**

SOAP [11] is an XML-based protocol recommended by W3C for exchanging data over HTTP. It provides a simple, standards-based method for sending XML messages between applications. SOAP [12] is commonly used in Web services. Because HTTP is supported by all Web servers and browsers, SOAP messages [13] can be sent between applications regardless of their platform or programming language. SOAP message includes the message, header, envelope, body, fault etc.

**UDDI (Universal Description Discovery and Integration)**

UDDI [8] is a standard sponsored by OASIS [14] (Organization for the Advancement of Structured Information Standards). UDDI is often described as the yellow pages for the web services. It provides the businesses a uniform way of listing their services and discovering services using WSDL.

In brief, the web services have got the following characteristics/features:

- Web Services are purely logic/code and does not contain any user interface.
- Web Services are hosted on the web servers.
- Web services can be invoked by any developer through SOAP i.e. Simple Object Access Protocol.
- Web Services exchange the data on the basis of fixed XML Schema.
- Web Services use the WSDL (Web Services Description Language) for publishing and accessing them through the meta-data provided by WSDL.
- Web Services are purely platform independent.
- Web Services contains loosely coupled public methods that perform different actions according to the business verticals.

So, Web Services are making the lives of the developers more and more convenient and providing a better platform for application development. As the penetration of the Web Services is increasing day by day, serious security problems [15] are also threatening the Service Oriented Architecture [16, 17]. Primarily the threats can be classified into the following:
Both categories of above mentioned threats are serious in nature. With lots of Web Services being written and hosted on a variety of platforms, the problem of creating a reasonable combination of accessibility and access restrictions arises among the administrators. The access to the web services and its services functions must be controlled and authorized [23] because of the following:

a. More and more web services are written and they can be misused by an unauthorized client/user.

b. Web Services normally access the databases at the back end. This results in ensuring that the web services unauthorized access should be strictly blocked.

c. Employing an IT administrator to do the task of administration of Access Control looks, out dated and cannot replicate in the large setup where number of users and resources to be configured are in a big volume.

Although the authentication and authorization of the Web services is managed by some kind of human intervention i.e. a System administrator, but in a longer run the exorbitant amount of Web services being administered through a manual system will make the job more tedious and complex affair. Setting up of the access rights and role based access through a system administrator will look out to be a mammoth job. So there arises a need for the development of a system that can automate the system of authorization control to an extent so that the system itself takes care of the majority of the authorization jobs. But this does not mean that the human intervention will go away. It will always be needed to provide another layer of flexibility in order to customize the access restrictions, if necessary. In fact there can be a semi-intelligent framework [24] system that works on certain parameters to dynamically manage the access control and restrictive access [22] in web services. There must be some parameters to define the system. One of the base parameters is “Trust” [25, 26, 27]

Meaning of Trust

Trust [28], is a very important aspect of human life. We use it every day in one way or another. For e.g. we trust our car for travelling to our office every day, we trust our bank to give us the money we claim in the future. Trust is central to all transactions, where our
own actions are dependent on the actions of others. When we say we trust someone or that someone is trustworthy, we implicitly mean that the probability that he will perform an action that is beneficial or at least not detrimental to us is high enough for us to consider engaging in some form of cooperation with him. Correspondingly when we say that someone is untrustworthy, we imply that the probability is low enough for us to refrain from doing so. In fact the trust can be represented with a range from 0 to 1, where 1 represents complete or blind trust and 0 is complete distrust [28]. With above discussion in mind, trust can have the following properties:

1. *Trust is relativized to some transaction* [29]. A may trust B to drive a car but not to sell the card.

2. *Trust is a measurable belief*. A may trust B more than A trusts C for the same business.

**Establishing Trust**

Trust relationships are usually based on identity. Information about an agent’s behavior that was gained earlier can only be applied in later transactions, if the agent is recognized as the very same. Thus a working authentication system is essential to establish a trusted environment. This respect is the most limiting part in the adaption of trust in computer systems. A user who must obtain a security token, get a private key before he can use a specific service. In this identity-based trust, a trust relationship will be of a strong or weak value.

My research problem’s approach will try to mimic the decisions taken by humans when it comes to judging whether an action of an opposing party is beneficial or not. The objective is to create a collection of Web Services where security is assured both by *standard safety techniques for transport and a trust based approach for access control.*

**Trust related projects**

A detailed analysis and look at the trust related projects is not easy job because there are no existing standards on this issue at the moment. Efforts have been made by major companies to standardize something based on Trust. The major outcome of all efforts is worth mentioning and known as “WS-TRUST”.

**WS-TRUST** provides a mechanism to obtain a Security Token and establish a trusted relationship between two parties. The current working of the WS-Trust purely works in the *static concept i.e. Complete Trust/Blind Trust or Complete Distrust.* For e.g. a requestor sends a request, and if the policy permits, the recipients request is entertained after receiving a security token. Otherwise the request of the requestor is declined. The
standard also defines a hierarchical structure to fetch the token for a particular user from a trusted root/source. WS-Trust works in a very special structured approach and is an important issue in the problem being presented in the synopsis. However, WS-Trust will not be able to perform very effectively in a cluttered environment. So that’s why there is another standard which is worth mentioning i.e. “WS Federation Language”.

The WS-Federation Language is based on the trust where multiple federations of web services are going to participate. The mechanism will allow the trust of identities, attributes and authentication between federations of web services. In this every user will have a single sign-on. Once is he/she is authenticated, he can use the other portals without authentication because the portals are linked through with the help of their identity providers. So the data is passed/exchanged from one portal to another.

An example for a project dealing with role assignment based on a user's behavior is the TERM Server Architecture, done at Purdue University's Center for Education and Research in Information Assurance and Security (CERIAS, [30]). This project implements access control based on direct and recommended trust. Furthermore it tries to establish a standard for trust in Computer Systems and deal with the arising problems for which there is no satisfying solution at the moment.

2. REVIEW OF LITERATURE

Recent efforts by several researchers have led to a plethora of new and innovative techniques for security in the Service Oriented Architecture. The exponentially growing field of Web Services led to more and more researchers doing research in the field of Security in the Web Services. There have been a lot of efforts on the development of standards within the Industry and academia on the security techniques to deal with the problem of authentication and authorization in Web Services.

In fact the security initiatives with respect to the web services started in the early 2003

Research initiatives during the year 2003-2007

The first kind of security in the mobile computing/distributed computing was highlighted by Hua Wang [31]. There was a proposal of a framework that was based on tickets. The paper proposed a secure and flexible access control scheme and protocol for role based access control. The architecture was based on a Trusted Credential Centre, A Trusted
Authentication and Registration Center that will issue tickets based on the authentication. Also the tickets govern the services or access control which the end user/client can access.

David Geer [11] highlighted the importance of **SAML (Secured Assertion Markup Language)** developed by Organization for the Advancement of Structured Information and Standards (OASIS). Authorization control which is based on role based model was highlighted by **Alfred C. Weaver [1]**. A suggestion towards a context conditions was made by him. According to the rule any request which comes for certain access, must go through the constraint checking and evaluated on those conditions. The context implementation of a context type is a defined as program or function that can evaluate the value of the context type. This may be implemented for access control, policies, boolean results etc. Another major bold initiative was taken by **Microsoft Research Division**. They in fact developed a tool called “**TulaFale**” for the security of the web services. The tool provided a way out to encrypt the messages and headers of the SOAP packets.

“**SecureZone**” [32] was another major framework for WS-Secure and WS-Trust based security. The above framework was also accepted by the **Apache Foundation**, to be implemented in the Apache Web Server. In this a Trust Engine was suggested that will receive the requests and evaluate them against the trust level and then granting of the various resources is allowed.

The first effort that was based on trust came into existence under the name of Trustworthy computing, was suggested by **Jia Zhang, Liang-Jie Zhang, Jen Yao Chung [33]**. They suggested a complete framework that could be based on any organization, users, roles, rules and processes. This framework was the first step in the security of the web services based on trust. Working on the same pattern, Lalana Kagal and Tim Finin [22] suggested the importance of privacy and authorization control. They suggested the methods of policies that could be used for authorization control.

A real effort was made by Pakpoom Prechapanich [8] where the Web Services Security Framework for the Ministry of Information and Communication Technology [Thailand] was developed. It was coded as **BS7799** a university acceptable standard and also used the **COBIT** framework. The result of this framework was quite encouraging. The framework was based on the following aspects of the domain:
The above framework was a good achievement in the method of securing web services. But it lacked the trust factor in building of the framework. **Token Based Dynamic Trust Establishment for Web Services suggested by Alfred. C. Weaver [34]** was another major step forward towards the authentication and authorization with web services. Here the idea was to develop a technique in which the privacy of the client is observed by not compromising on the security of the web service. In this method class client will dynamically discover the policy document and reveal its attributes as required by the functions of the web service. Thus ensuring the client is not compromising on its privacy features. Lots of other methods based on token registration, encryption of SOAP headers and messages etc. [35, 36] were suggested with some enhancements to the already existing methods.

With the various enhancements in the web services security, a new method of security in web services with help of *indirect trust* was suggested by Zhengping Wu and Alfred C. Weaver [37]. The indirect trust will help in other participating agents in the web services framework to get recommendations from nodes/agents that have direct trust with agents. They developed a tool by using .NET that would help in the implementation of the same. In fact centralized trust models a common trusted intermediary called “Trust Authority”. Trust Authority is used for establishing the trust between two participating users/agents. The trust authority would be a central authority that would check the validity of the requests from multiple users and then giving access rights to access them.

Another attempt in the direction of security of public web services framework was made by J.Thelin [21] who suggested the concept of **CapeConnect** authentication service. The clients authenticate themselves from this server and obtain a session ticket. The session ticket is used to control the credentials and access control till the user logs out.
Loubna Mekouar and Youssef Iraqi [38] suggested TrustWS- A trust management system for web services. They proposed a system of Trust Manager that will allow the users to select the appropriate web services based on the feedback from past transactions. It was the first major effort on building a system that can really work on feedback / past record.

Measuring and testing trustworthiness [39] of the web service also came into existence. There were suggestions on implementing algorithms that can measure the trustworthiness of the web service security. A number of activities on building of efficient access of web services [40, 41] and trust negotiations in identity management came up. The bootstrapping concept in trust establishment which provided the initial index values was also suggested by various frameworks. These were used in multiple business domains like E-Commerce [42], M-Commerce [43] etc.

**Research initiatives during the year 2008**

Year 2008 saw further extensive researches in the field of Trust based security in web services. Jinpeng Wei [2] suggested a mechanism in which there was a proposal for the division of Web Services Platform into two domains: (a). A small Trusted T-WSP to handle the sensitive data. (b). Large scale functionality for the use of WSP. Usage of the sensitive information will be governed by the T-WSP. In fact this was suggested to tackle the problem for the sensitive information like, username/password, credit cards, bank account information etc. A tool was developed that could handle the request to ensure the authorization of the sensitive data based on upon the trust level.

A similar kind of tool was developed in **Java by Walter Binder** [44] which basically took certain parameters so as to support user defined selection and ranking functions to access various resources in the web services directory. Trust algorithms were a now a hot topic and lot of researchers started proposing trusted algorithms. Trusted algorithms were also adopted in the development of “Kerberos” [45] an authentication system developed by MIT. The same system has been implemented in a very popular operating system known as Microsoft Windows Server System developed by Microsoft.

A Security based on the token mechanism was suggested by Nian Liu [46]. Although it was meant for the Wind Power Plants, but the same can be replicated to any system and
business domain. It was based on the PKI system. Enhancements in trust algorithms were also suggested by R. Yahalom [28] and B. Klein for evaluating the requests of clients. The algorithms work on the classification of the trust types and level that two agents in the system collaborate on.

**Research initiatives during the year 2009**

The research was further contributed by Social Network based trust for agent based services [47, 48, 49]. The idea was to derive a network (social network) that can keep track of the trust between the participating agents. This can help in authentication and verification. Various T-Index approaches were also developed and suggested so that it can resolve the problems of administration of web services. Trustworthy web services can greatly enhance the productivity of administering the web services. Concept of Third Party Trust, Social Trust, and matchmaking based trust were coming into various frameworks. These frameworks were able to improve the efficiency with regards to the management of the service oriented systems. Even some researchers suggested the “hybrid” trust approach for security implementations in the trust based systems.

With lots of people working on the trust based security, security systems were not confined to the traditional security systems only. But rather developments in Trust based frameworks [50] were serious contenders in which the automation of the administrating access control in web services started coming to light. The concept of honesty and dishonesty was by and large introduced. Even trustworthy computing was introduced by Microsoft after the serious problem in the Windows XP launch. The flaws were seriously taken by the hackers and exploited to a great extent.

A Global report [51] in the SOA/Web Services Security initiatives highlighted the security issues in the security of SOA/Web Services Security. Companies started investing heavily in Identify and Access Management (IAM). Also the major contributions started coming from the different researchers from all part of the world that with the adoption of Web Services, developers/administrators must cope up with the complexity of evolving trust negotiation policies spanning numerous autonomous services. The Trust-Serv [52] framework used a state machine based modeling approach that supports life cycle policy management and automated enforcement.
Research initiatives during the year 2010

A Robust Web Services in the Heterogeneous Military Networks suggested by Ketil Lund [53] and to be implemented in the NATO came into existence in 2010. It was suggested that the military operations should be based on the Service Oriented Architecture (Web Services). With the help of this we can ensure safe communication between the participating forces in the NATO. Because multiple countries are involved and they are going to access the information over the heterogeneous networks, the security was a major concern. So a system was developed which would generate the encrypted message of the actual SOAP Object and help in transmitting over the network.

Web services were another crucial factor in the development of a system in Afyon Kocatepe University [54]. The System was called as WBDES and was compatible with any kind of Educational institution. It was based on the basic principle of Service Oriented Architecture and it utilized the authentication and authorization control in that. Here multiple users would login in the system and the web services at the backend were able to grant access rights and privileges to the users. The file transfer operation, user authentication, user authorization was purely done by the web services. But it lacked the trust factors which were not considered in the development of the system. And an administrator would be doing all the stuff manually, which over the period of time will look not feasible and involve lots of complexities.

A major research was proposed by Wanita Sherchan [55] which dealt with the security (authentication and authorization) on the trust basis. The trust service ontology which was proposed was purely on the basis of the reputation – based trust in the service web. The ontology also uses the concept of community. The proposed system also defined the types of Trust like: Bootstrapped Trust, Global Trust, Personalized Trust, Direct Trust, Composite Trust etc. In order to understand the system lets take an example. Consider a travel scenario of airline. Trust for the airline Domestic Jet Airways will be evaluated within the airline community. A service or a provider may be registered with more than one community. For example, the Jet airways may be registered to both domestic and international airline community. It would maintain separate trust levels in the separate communities. The system also proposed the bootstrapping trust i.e. the initial trust level so that the new node or entrant does not suffers because of his/her new entry. Rather a minimum number is suggested for the initial level of the trust. The framework
will also contain a Trust Manager that will receive all the requests for the authorization and trust manager gets the calculated trust level of the client and authorizes him/her accordingly.

Improving on the above mentioned framework, E.S. Shamila, Dr. V. Ramachandran [56] suggested another framework. They were in fact the first one who detailed the concepts of belief and trust. They suggested a framework that can easily grant and deny the requests based on the direct, active, passive trust. The results were quite positive for the framework over a period of time the user interacts with the system. There were also ingredients of the recommendations in their proposed methodology. A new layer of agreement was added by them. The agreement framework basically worked on the fundamental of providing the agreement regarding the web service to be developed. It means the web service when registered will also be registering the agreement with it. By this way, client can ask for the web service to be called with the necessary agreement to be invoked upon. The agreement works on trust and thus controlling authorization and authentication.

So it quite evident that a variety of frameworks were suggested which were based on the trust factor. All have helped in proposing frameworks that can help in providing a solution to be implemented in security of Web Services in Service Oriented Architecture. The problem of authentication and authorization has been addressed largely in every framework. But no serious work has been found in building of a framework that can maximize the authorization control based on trust, confidentiality, feedback and other factors in a typical web services environment.

3. OBJECTIVE AND SCOPE OF THE STUDY

3.1 Problem formulation (Motivation)

Ongoing research in the field of web services security (authentication and authorization) has led to the development of various frameworks and techniques. Researchers have suggested multiple methods of implementing security in web services. But there is a lack of development of systems that can automate security mechanisms in the area of web services. The researchers do talk about certain frameworks for authorization control but no serious framework or tool has been developed to ensure the web services access
control [57]. From the literature review it has been observed that most of the researchers are suggesting frameworks and designs for implementing security in web services through:

a. Token based.
b. Encryption
c. Web Services Trust Language

But very less amount of work has been carried out in automating the authorization control in web services. With the recent advancements in the SOA, there is a need for the system that can automate the process of **access control** and **policy based access** to these web services functions.

### 3.2 Gaps and Issues

As per the recent research in the field of security in the web services, still there is no concrete method of automating the process of authorization control in web services. These are serious challenges which every business organization faces in terms of administering the roles based access [58] to the web services. Because web services are publically available and they are easily discoverable with the help of WSDL, the access to these web services has to be restricted and managed by some administrator. With the exorbitant growth in the number of web services and its high adoption in the industry, the management of authorization control will become virtually impossible in the coming days. An administrator will have lots of limitations in terms of:

- Physical Limitations
- Limitations bases on time
- Geographical Limitations.
- Number of users.
- Type of accesses and restrictions.

Thus it clearly shows, that there is wide gap between the adoption of the web services as a standard way of writing the business applications and its access control which is done manually right now

### 3.3 Proposed Objectives
After a rigorous view of the literature and finding certain gaps/issues in the same, our proposed objective is to develop a framework that can maximize the automation of access control within web services. Our framework will replicate the idea of “Trust” [55, 56] with a layer of “Confidentiality and Content”, which the human beings utilize to perform various actions. The idea is to create a framework that works automatically with some ingredients of intelligence to decide the authorization of any user. Creating such kind of system is not an easy task because the system regulated by the trust based mechanisms, has their independent set of problems. In long run, the trust based system may saturate to a situation where the trust basis becomes unstable. This would result in a complete distrust or the opposite i.e. blind trust. Our framework will try to find out a solution in between the complete distrust and blind trust. Neither of the two situations is suitable for the any business house. We need a method that helps in solving the overheads of the administration of access controls by using trust relationships and evaluate the capabilities of trust based access control. [59, 60]. Different types of frameworks [61, 62] have already been worked by different researchers but lack the potential of trust worthiness.

The following are prime objectives/scope of the study:

- To develop a framework (collection of algorithms and federation of web services) that will automate the process of providing access control and restrictive access to the resources based on trust, confidentiality and content level.
- The framework will be based on various rules and regulations conditions that will govern the trust-level of the user.
- The framework will try to use the direct and recommended trust to achieve its objectives.
- The framework will try to minimize the problems with respect to the administration of access control of web services.
- To develop a generalized framework that fits to any business domain.

4. PROPOSED METHODOLOGY

4.1 General Research Methodology
In order to achieve the proposed objectives of writing a framework based on trust, Conclusive research design methodology will be followed. This approach will be based on formal and structured methodologies like:

a. *Specific hypothesis formulation based on review.*

b. *Sample data collection and Experimentation*

c. *Quantitative Data Analysis.*

d. *Results and Conclusion: Findings to be used an input into decision making*

### 4.2 Experimentation

There are good amount of technologies available in the market like .NET/JAVA/IBM Rational Rose that can help in the writing the framework (algorithms) for maximizing the access the control in web services. These technologies support all the standards of Web Services, WS-Trust, WS-Federation Languages and they can help in developing interoperable solutions.

Experimentation will include the following tasks:

a. **Framework will be developed with the help of standard tool sets like** .NET/JAVA/Rational Rose etc. **It will be a platform independent framework and can be deployed in any business house.**

b. **The framework will be totally based on web services.**

c. **The framework will be based on the major factor that human beings use in day to day life i.e. “Trust” + “Confidentiality and Content Level”**

d. **The framework will provide the flexibility to adjust the authorization at different levels. Thus making the authorization a blend of manual plus automated process.**

e. **The framework will help in giving benefit and reducing the trust level on the basis of various rules like:**
   - Day to day interactions with system.
   - Experience in the organization.
   - Recommendations from other agents participating in the framework.
   - Types of documents and information with respect to the confidentiality and content level.
f. The framework will include some punishment and reward for every transaction that results in non-granting and granting of access for any function in web service.

g. The framework will be deployed in any existing system like University Management System used in Lovely Professional University, Phagwara. The initial value of trust + confidentiality will be setup and based on certain parameters decided by competent authority.

h. The framework will employ a Trust Server that will be playing a crucial role in security i.e. Authentication and Authorization. The framework will be deployed on an array of Trust Servers (typically in a Network Load Balancing environment) so that when the no. of users increase, the framework does not crash and is able to handle the load of concurrent users.

i. The framework will contain multiple algorithms that will automatically calculate and recalculate the trust indices at the end of a defined period on the basis of already defined set of rules and regulations.

j. The framework will also include some boot-strapping [63] values, also known as start values which are given by a competent authority based on the designations and other parameters.

k. The framework will be run for a period of 6 months to 1 year span.

l. Also a separate data will be recorded for the same number of users using the web services without the framework.

4.3 Results and Conclusion

a. At the end of the specific period of running the framework, the results of the Trust indices will be compared with the initial Trust indices.

b. The same Trust Indices will also be compared with the recording of data for the same users who have used the system without framework.

c. Because there are multiple parameters that are helping in effecting the Trust Indices (positively and negatively), system will automatically improve authorization control in web services for every user without intervention of any human effort.
d. The trust index results which the framework will provide can be evaluated against the HR appraisal results for the same period for any employee. Any user, whose trust index has improved over a period of time, will normally have a better HR appraisal for that period.
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